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 1.3  ISMS POLICY 

 It  is  the  policy  of  VAIX  to  maintain  an  informa�on  management  system  designed  to  meet  the  requirements  of 
 ISO 27001:2013 in pursuit of its primary objec�ves, the purpose and the context of the organisa�on. 

 It is the policy of  VAIX  to: 

 ➢  create  a  process  and  culture,  which  iden�fies  the  key  company  assets  and  puts  in  place  processes  and 
 measures  to  ensure  those  assets  appropriately  secured,  without  requiring  heavy  centralised  top-down 
 controlling, but as part of the company culture 

 ➢  make  the  details  of  our  policy  known  to  all  other  interested  par�es  including  external  where 
 appropriate  and  determine  the  need  for  communica�on  and  by  what  methods  relevant  to  the 
 business management system. 

 ➢  comply  with  all  legal  requirements,  codes  of  prac�ce  and  all  other  requirements  applicable  to  our 
 ac�vi�es;  therefore,  as  a  company,  we  are  commi�ed  to  sa�sfy  applicable  requirements  related  to 
 informa�on security and the con�nual improvement of the ISMS. 

 ➢  provide  all  the  resources  of  equipment,  trained  and  competent  staff  and  any  other  requirements  to 
 enable these objec�ves to be met; 

 ➢  ensure  that  all  employees  are  made  aware  of  their  individual  obliga�ons  in  respect  of  this  informa�on 
 security policy; 

 ➢  maintain  a  management  system  that  will  achieve  these  objec�ves  and  seek  con�nual  improvement  in 
 the effec�veness and performance of our management system based on “risk”. 

 This  informa�on  security  policy  provides  a  framework  for  se�ng,  monitoring,  reviewing  and  achieving  our 
 objec�ves, programmes and targets. 

 To  ensure  the  company  maintains  its  awareness  for  con�nuous  improvement,  the  business  management 
 system  is  regularly  reviewed  by  the  management  team  to  ensure  it  remains  appropriate  and  suitable  to  our 
 business.  The Business Management System is subject to both internal and external annual audits. 

 Scope of the Policy 
 The  scope  of  this  policy  relates  to  use  of  the  database  and  computer  systems  operated  by  the  company  in 
 pursuit  of  the  company’s  business  of  providing  Ar�ficial  Intelligence-based  services  to  the  online  gaming  and 
 gambling  sector  and  beyond.  It  also  relates  where  appropriate  to  external  risk  sources  including  func�ons 
 which are outsourced. 

 Top Management, 27.04.2023 

 (Andreas Hartmann, CEO)  (Paolo Personeni, Director) 

 Business Management System  ver 1.7 from 27.04.2023  Page  6  of  19 

DocuSign Envelope ID: E271BF7A-D9F4-4E2C-A1F5-95585177C77C


		2023-04-29T23:58:16-0700
	Digitally verifiable PDF exported from www.docusign.com




